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Ankieta weryfikacyjna RODO

Niniejsza ankieta weryfikacyjna służy wykazaniu, że Podmiot przetwarzający zapewnia wystarczające gwarancje wdrożenia odpowiednich środków technicznych i organizacyjnych, 
by przetwarzanie spełniało wymogi RODO i chroniło prawa osób, których dane dotyczą. 

Ankieta weryfikacyjna nie będzie wykorzystywana do innego celu niż ocena Podmiotu przetwarzającego. 

	PODSTAWOWE INFORMACJE

	Pełna nazwa Organizacji:
	

	Oddziały:
	

	Adres strony internetowej:
	

	Osoba wypełniająca Ankietę (imię, nazwisko, funkcja):
	

	Data:
	



	BEZPIECZEŃSTWO PROCESOWE

	Czy Organizacja powołała Inspektora Ochrony Danych?
	

	Czy Organizacja zweryfikowała wiedzę fachową 
i doświadczenie Inspektora Ochrony Danych?
	

	W przypadku braku powołania Inspektora Ochrony Danych – czy Organizacja udokumentowała brak obowiązku powołania Inspektora Ochrony Danych?
	

	Czy osoby przetwarzające dane osobowe po stronie Organizacji zostały przeszkolone 
z zakresu ochrony danych osobowych?
	

	Czy udokumentowano przeprowadzone szkolenia dla pracowników?
	

	Czy Organizacja nadaje upoważnienia do przetwarzania danych osobowych?
	

	Czy Organizacja prowadzi listę osób upoważnionych?
	

	Czy pracownicy zobowiązani są do zachowania w poufności danych uzyskanych w trakcie lub przy okazji wykonywanej pracy?
	

	Czy kiedykolwiek stwierdzono prawomocną decyzją UODO lub prawomocnym wyrokiem sądu naruszenie ochrony danych osobowych przez Organizację?
	

	Czy Organizacja powierza dalej dane osobowe (podpowierzenie danych)? Jeżeli tak proszę wymienić nazwy podmiotów przetwarzających oraz miejsce przetwarzania. 
	

	Czy powierzone dane osobowe przetwarzane są poza obszarem UE? Jeżeli tak, to w jakich krajach, na jakiej podstawie, w jakim zakresie i w jakim celu.
	



	ZASOBY

	Czy Organizacja wprowadziła Politykę Ochrony Danych Osobowych lub inny równoważny dokument zgodny z RODO?
	

	Czy Organizacja wprowadziła procedurę nadawania upoważnień do przetwarzania danych i dostępów do systemów informatycznych?
	

	Czy Organizacja wprowadziła procedurę reagowania na incydenty ochrony danych osobowych?
	

	Czy Organizacja prowadzi rejestr naruszeń?
	

	Czy Organizacja wprowadziła procedurę rejestrowania czynności przetwarzania?
	

	Czy Organizacja, jako Podmiot przetwarzający prowadzi rejestr kategorii czynności przetwarzania dla Administratora?
	

	Prosimy o podanie innych procedur wdrożonych przez Organizację.
	

	Jak często Polityka Ochrony Danych i Procedury podlegają sprawdzeniu i aktualizacji?
	



	RYZYKO

	Czy Organizacja wprowadziła środki zabezpieczenia zapewniające bezpieczeństwo przetwarzanych danych na podstawie szacowania ryzyka pod kątem ochrony prywatności? Proszę podać wprowadzone środki bezpieczeństwa. 
	

	Czy udokumentowano przeprowadzenie analizy ryzyka?
	

	Jak często aktualizowana jest analiza ryzyka?
	

	Czy Organizacja wdrożyła środki techniczne i organizacyjne, o których mowa w art. 32 RODO?
	

	Czy Organizacja przeprowadzała audyt bezpieczeństwa danych osobowych? Jeżeli tak, kto przeprowadzał ten audyt?
	



	BEZPIECZEŃSTWO DANYCH OSOBOWYCH

	Czy została zachowana zasada minimalizacji dostępów?
	

	Kto nadzoruje proces zarządzania dostępami?
	

	Czy jest wprowadzona polityka zarządzania hasłami?
	

	Czy oprogramowanie antywirusowe jest zainstalowane na wszystkich stacjach roboczych pracowników?
	

	Czy porty USB na stacjach roboczych są zablokowane?
	

	Czy dyski twarde komputerów są szyfrowane?
	

	Czy sprzęt chroniony jest przed awariami zasilania oraz innymi przerwami spowodowanymi awariami systemów wspomagających?
	

	Czy sprzęt IT jest wynoszony poza siedzibę, Oddziału Podmiotu przetwarzającego?
	

	Czy wprowadzono politykę czystego biurka i czystego ekranu?
	

	Czy Organizacja przeprowadzała testy penetracyjne?
	





……………………………………
(data i podpis)

